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nProtect AVS V4.0 Vulnerabilities Response Release Notes 

 

nProtect AVS V4.0 Version : V4.0.0.39 

Release Date : February 5th, 2018 

 

Summary 

Affected Version : V4.0.0.38 

nProtect AVS V4.0 V4.0.0.38 was reported that the driver file allows local users to 

cause a denial of service (BSOD) or possibly have unspecified other impact. 

 

Vulnerability Classification 

CVE-2018-6522 

CVE-2018-6523 

CVE-2018-6524 

CVE-2018-6525 

 

Solution 

Fixed Version : V4.0.0.39 

The latest update fixes the vulnerabilities and is recommended that customers update 

nProtect AVS 4.0 to the latest version. 


